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I – Fundamentals of Testing 



Typical Objectives of Testing are
 to find failures and defects. 
 to build confidence in the level of quality of the software.
 to verify whether all specified contractual, legal, or regulatory 

requirements and user expectations  have been fulfilled.
 to provide information to make decisions.

Testing and Debugging
 Testing = The process consisting of all lifecycle activities, both static and 

dynamic to find defects in software and document them. 
 Debugging = The process of finding, analyzing and removing the causes 

of failures in software.

© 2021 imbus AG  v3.3.1 ISTQB® Certified Tester, Foundation Level – Chap. I - Fundamentals Page 7

What is Testing?
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Definitions

error (mistake)

A human action that 
produces an incorrect 

result.

defect

An imperfection or 
deficiency in a work 

product where it does not 
meet its requirements or 

specifications.

failure (fault,bug)

An event in which a 
component or system 

does not perform a 
required function within 

specified limits. 



Agenda

 Basics

 Black-Box Test Techniques

 White-box Test Techniques

 Experience-based Test Techniques

 Summary
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III - Test Techniques
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State Machine for a Stopwatch

zero

running total
duration

start

stop

start

Events
start
stop
reset

Note: State transition diagrams normally show only the
valid transitions and exclude the invalid transitions.

reset

Initial state: 
zero



Agenda

 Risks and Testing

 Test Planning und Estimation

 Test Monitoring und Control

 Defect Management

 Configuration Management

 Summary

© 2021 imbus AG  v3.3.1 ISTQB® Certified Tester, Foundation Level – Chap. V - Test Management Page 11

V – Test Management
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Risk and Testing

Risk is the possibility of suffering losses due to an event that occurs                
with a certain probability. A risk is a potential problem.

Risk is the possibility of suffering losses due to an event that occurs                
with a certain probability. A risk is a potential problem.

Risk
A factor that could result in future negative consequences.

Risk likelihood
The probability that a risk will become an actual outcome or event.

Risk impact
The damage that will be caused if the risk becomes an actual outcome or event.

according to M. Gaulke, Risikomanagement in IT-Projekten, Oldenbourg Verlag, 2002



Risk Management
risk identification

risk assessment/
risk prioritization

risk mitigation

Product risk analysis includes risk identification and risk assessment by project 
stakeholders.

Risks are used to focus effort during testing and to decide when, what, where and 
how to test.

Testing is used to reduce the likelihood or impact of an adverse event. Testing is a 
technique of risk mitigation to provide feedback on identified risks, residual risks and, 
where appropriate, new risks. 
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 Software might not perform its intended functions according to the 
specification.

 Software might not perform its intended functions according to user, 
customer, and/or stakeholder needs.

 A system architecture may not adequately support some non-functional 
requirement(s).

 A particular computation may be performed incorrectly in some 
circumstances.

 A loop control structure may be coded incorrectly.

 Response-times may be inadequate for a high-performance transaction 
processing system.

 User experience (UX) feedback might not meet product expectations.
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Product Risk
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Project Risk
Project issues

 Delays may occur in delivery, task completion.
 Delays with satisfaction of exit criteria or definition of done.
 Inaccurate estimates, reallocation of funds to higher priority projects, 

or general cost-cutting across the organization may result in 
inadequate funding.

 Late changes may result in substantial re-work.

Organizational issues
 Skills, training, and staff may not be sufficient.
 Personnel issues may cause conflict and problems. 
 Users, business staff, or subject matter experts may not be available 

due to conflicting business priorities. 



likelihood (e. g. very high, high, mid, low) 
impact (e. g. high, mid, low) 

high risk mid risk    low risk
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Risk Matrix

source: ISTQB® Advanced Level – Test manager
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Interrelationships

Impact of Risks & Risk Management on Testing  
 Analysis of the risks (and regular reassessment) of what can go wrong.

 Determining which risks need to be dealt with. 

 Taking measures to reduce these risks. 

 The creation of emergency plans to deal with risks in the event of their 
occurrence.

Impact of testing on risks & risk management 
 Help identifying new risks.

 Reducing risks by finding defects. 

 Reduce uncertainty about possible risks.



The level of risk is determined by the likelihood of the event and the impact 
(the harm) from that event.

Product risk (quality risks) refer the legitimate needs of the users and/or 
stakeholders. 

Project risk may have a negative effect on a project
 Project issues
 Organizational issues
 Political issues
 Technical issues
 Supplier issues

Risk-based Testing uses product risk analysis to influence the intensity and 
extent of testing. 
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Risks and Testing
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V – Test Management



All defects identified should be investigated and should be tracked 
from discovery and classification to their resolution 

(e.g., correction of the defects and successful confirmation testing of the 
solution, deferral to a subsequent release, acceptance as a permanent 
product limitation, etc.)

→ Definition of a defect management process 
includes a workflow, defined defect reports und rules for classification, 
defect management, defect handling, 
defect tracking and defect control

The way in which defects are logged may vary, depending on
 context of the component or system being tested
 test level
 software development lifecycle model
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Defect Management
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Defect Status Model

NEW

New report submitted (NEW)
by tester

OPEN

Report examined (OPEN)
by test manager

REJ.

Report rejected (REJ)
by test manager

OBSV.
Problem cannot be

reproduced (OBSV)
by developer

ANALYSIS
Report is 

analysed (ANALYSIS)
by developer

PROG

Corrective action
in progress (PROG)

by developer

TEST

Correction
ready for re-test (TEST)

by developer

FAIL
Unsuccessful

attempt to correct (FAIL)
by tester

DONE

Problem successfully 
fixed (DONE)

by tester



Objective: Documentation and tracking of all identified defects from detection 
through classification to solution.

Content of a defect report
 Identification
 State 
 Information

The recording of defects varies according to the …
 context of the component or system to be tested.
 test level.
 software development lifecycle.
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Defect Management



We look forward to 
your training 
participation

Your team of the imbus Academy


